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RRemoemotte Ace Acccessess
Skill Level: Moderate (assumes familiarity with SSH sessions)

GoGoalal

To SSH into an Accelerated device remotely, using the terminal available via Accelerated View and a publicly
reachable IP address.

 If your device does not have a publicly reachable IP address, you can still leverage the TTerminal on Unit via theerminal on Unit via the
AcAcccelereleraatted Vieed View IPw IPSec TSec Tunnelunnel.

SeSetuptup

Devices can be managed over SSH so long as the external zone is enabled for remote SSH and web UI access.

 The default credentials are:

Username: root

Password: default

NONOTE:TE: The configuration steps outlined below will open external access to your Accelerated device. It is imperative
that the default password is changed to a more secure key to prevent intrusions.

Sample ConfigurSample Configuraationtion

Open the configuration profile of the device and expand SerServicviceses. Under Web AdminisWeb Administrtraationtion, expand AcAcccess Contress Controlol
LisListt and ZZonesones to create a new entry for "External." Repeat this process for the ZZonesones associated with the AcAcccessess
ContrControl Lisol Listt under the SSSHSH menu heading. The following steps reflect the sample setup indicated in the screenshot
below:

1. Under SerServicvices -> Web Adminises -> Web Administrtraation -> Action -> Acccess Contress Control Lisol Listt, expand ZZonesones.
2. Add a new entry for "External."
3. Under SerServicvices -> Ses -> SSH -> AcSH -> Acccess Contress Control Lisol Listt, expand ZZonesones.
4. Add a new entry for "External."
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https://kb.accelerated.com/m/67492/l/759537-terminal-on-unit
https://kb.accelerated.com/m/67492/l/759537-terminal-on-unit


Once the configuration has been updated, click the TTerminal on Uniterminal on Unit hyperlink available from the DeDevicvice Dee Dettailsails
screen.
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